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Eine romantische Beziehung mit der Heldin aus einem Fantasy-Roman oder eine enge Freundschaft mit 
dem Hauptdarsteller der Lieblingsserie – Charakter-Bots machen solche Szenarien erlebbar. Für Kinder 
und Jugendliche kann die Interaktion mit KI-Charakteren spannend und unterhaltsam sein, sie birgt je-
doch auch erhebliche Risiken. In Diensten, die solche Charaktere anbieten, fehlen häufig angemessene 
Vorsorgemaßnahmen. jugendschutz.net untersuchte exemplarisch, wie schnell junge Nutzer:innen in 
Gesprächen mit Bots auf problematische oder grenzüberschreitende Inhalte stoßen. Dabei lag der 
Schwerpunkt der Recherche auf Risiken sexualisierter Gewalt gegen Minderjährige. 

Ratschläge, Freundschaften und 
Romantik – Nutzung und Risiken 
von Charakter-Bots 

Charakter-Bots, auf Englisch auch „AI compa-
nions“, sind Programme, die mithilfe künstlicher In-
telligenz menschliche Kommunikation simulieren. 
Gespräche mit solchen Bots sind vergleichbar mit 
Rollenspielen: Sie können ein einfacher Austausch 
von Frage und Antwort sein, aber auch komplexere 
Szenarien beinhalten. Je mehr Input Nutzer:innen in 
Konversationen liefern, desto stärker entwickelt 
sich ein Bot in seiner Rolle. Dabei sind die Systeme 
überwiegend darauf ausgelegt, so zu antworten, 
dass beim Gegenüber ein Gefühl von Vertrauen und 
persönlicher Nähe entsteht.1 

Insbesondere für vulnerable Personen dienen Cha-
rakter-Bots bereits als wichtige Ansprechpartner.2 
In einer Umfrage unter US-amerikanischen Jugendli-
chen im Alter von 13 bis 17 Jahren gaben 72 % an, 
bereits einen Charakter-Bot genutzt zu haben; mehr 
als die Hälfte der Befragten nutzt solche Bots regel-
mäßig.3 Als zentrale Motive nennen die 

 
1 https://www.commonsensemedia.org/sites/default/files/pug/csm-ai-risk-assessment-social-ai-companions_fi-
nal.pdf, S. 1, abgerufen am 14.01.2026. 
2 https://www.internetmatters.org/wp-content/uploads/2025/07/Me-Myself-AI-Report.pdf, S. 4, https://www.common-
sensemedia.org/sites/default/files/research/report/talk-trust-and-trade-offs_2025_web.pdf, S. 3, abgerufen am 
14.01.2026. 
3 ebd., S. 2. 
4 ebd., S. 4.  
5 https://mpfs.de/app/uploads/2025/11/JIM_2025_PDF_barrierearm.pdf, S. 61, https://www.zeit.de/wissen/2025-
09/liebe-chatbots-ki-beziehung-psychologie-gxe, abgerufen am 08.01.2026. 
6 Auch Chatbots wie ChatGPT simulieren menschliche Kommunikation und können mithilfe entsprechender Prompts 
bestimmte Rollen oder Charaktereigenschaften annehmen. Die hier fokussierten Dienste sind hingegen speziell darauf 
ausgelegt, vorgefertigte Charaktere bereitzustellen und die Erstellung eigener Charaktere zu ermöglichen. 

Jugendlichen vor allem Unterhaltung und Neugierde 
an der zugrunde liegenden Technik. Darüber hinaus 
schätzen viele die ständige Verfügbarkeit der Bots 
und berichten, dort Informationen zu teilen, die sie 
mit Freund:innen oder Familie nicht besprechen 
würden.4  

Für Deutschland gibt es bislang keine Studie, die 
sich speziell mit der Nutzung von Charakter-Bots 
befasst. Die JIM-Studie zeigt jedoch die wachsende 
Bedeutung von KI-Systemen allgemein und weitere 
Untersuchungen deuten darauf hin, dass romanti-
sierte und/oder fantasievolle Beziehungen zwischen 
Nutzer:innen und Chatbots zunehmend auftreten.5 

Das Angebot an Diensten, die Charakter-Bots be-
reitstellen, ist vielfältig. Nutzer:innen haben die 
Möglichkeit, eigene Charaktere zu erstellen und auf 
der jeweiligen Plattform zu veröffentlichen.6 Mit in-
dividuell gestaltbaren Persönlichkeiten und Reakti-
onsmustern können die Charaktere auch an reale 
Personen angelehnt werden. Das Einsatzspektrum 

https://www.commonsensemedia.org/sites/default/files/pug/csm-ai-risk-assessment-social-ai-companions_final.pdf
https://www.commonsensemedia.org/sites/default/files/pug/csm-ai-risk-assessment-social-ai-companions_final.pdf
https://www.internetmatters.org/wp-content/uploads/2025/07/Me-Myself-AI-Report.pdf
https://www.commonsensemedia.org/sites/default/files/research/report/talk-trust-and-trade-offs_2025_web.pdf
https://www.commonsensemedia.org/sites/default/files/research/report/talk-trust-and-trade-offs_2025_web.pdf
https://mpfs.de/app/uploads/2025/11/JIM_2025_PDF_barrierearm.pdf
https://www.zeit.de/wissen/2025-09/liebe-chatbots-ki-beziehung-psychologie-gxe
https://www.zeit.de/wissen/2025-09/liebe-chatbots-ki-beziehung-psychologie-gxe


 

Charakter-Bots – Sexualisierung Minderjähriger und riskante Interaktion 03 

reicht von Ratgebern bei mentalen Problemen, über 
Fitness-Coaches und Reisebegleiter bis hin zur Si-
mulation von Freundschaften und intimen Bezie-
hungen. Die Interaktion mit den Charakteren erfolgt 
in der Regel per Text- oder Spracheingabe. 

Bei der Nutzung von KI-Charakteren können Kinder 
und Jugendliche mit zahlreichen unangemessenen 
oder schädlichen Inhalten konfrontiert werden – 
etwa, wenn fehlerhafte Filter, zweifelhafte Trai-
ningsdaten oder unzureichende Sicherheitseinstel-
lungen dazu führen, dass ein Bot problematische 
Aussagen macht oder Empfehlungen gibt. So exis-
tieren beispielsweise KI-Charaktere, die bekannte 
extremistische Personen wie Adolf Hitler imitieren, 
oder essgestörtes Verhalten verharmlosen bzw. 
zum Hungern motivieren. Immer wieder werden 
Fälle öffentlich, in denen Chatbots mit schweren 
psychischen Folgen in Verbindung gebracht wer-
den. In einem Fall sieht die Mutter eines 14-Jährigen 
aus Florida Character.AI als mitverantwortlich für 
den Suizid ihres Sohnes und verklagte die Entwick-
lerfirma.7  

Neben der Konfrontation mit problematischen The-
men besteht für junge Nutzer:innen auch das Risiko 
einer exzessiven Nutzung, die bis hin zu Suchtver-
halten führen kann. Charakter-Bots sind ständig 
verfügbar und oft so angelegt, dass ein Chat immer 
weiter fortgeführt wird, beispielsweise durch neuen 
Input oder aktives Nachfragen. Dadurch kann es 
schwerfallen, eine Interaktion zu beenden.8 Zudem 
können insbesondere Kinder und Jugendliche dazu 
verleitet werden, sensible persönliche Daten wie 
die eigene Adresse preiszugeben. 

 

 

 
7 https://www.spiegel.de/netzwelt/character-ai-us-firma-beschraenkt-kuenftig-chatbots-fuer-minderjaehrige-a-
14b338fc-8ed4-4bef-840c-01b0c3f9442e, abgerufen am 14.01.2026. 
8 https://www.klicksafe.de/news/wie-sicher-ist-die-nutzung-von-characterai-fuer-kinder, abgerufen am 12.01.2026. 

Recherchesetting 

Im Rahmen der Recherche im September 2025 
wurden exemplarisch die Plattformen Charac-
ter.AI, Talkie und FlowGPT geprüft – Dienste, in 
denen Nutzer:innen mit Charakter-Bots intera-
gieren und eigene Bots erstellen können. 

Der Fokus lag auf Risiken im Bereich sexualisier-
ter Gewalt gegen Kinder und Jugendliche. Ziel 
war es, einen Überblick über problematische 
Mechanismen zu gewinnen sowie zu prüfen, ob 
Vorsorgemaßnahmen implementiert und ob 
diese zu umgehen sind. Es wurden Gespräche 
mit etwa 60 öffentlich zugänglichen Bots geführt 
und getestet, wie diese auf Eingaben reagieren. 
Ergänzend wurde nach Profil- oder Charakter-
Namen von Nutzer:innen und Bots gesucht, so-
wie eigene Bots erstellt. Diese wurden nicht ver-
öffentlicht und blieben für Dritte somit unzu-
gänglich. 

Die Interaktion mit den Bots erfolgte über Text-
nachrichten, auf Deutsch und Englisch in einem 
1:1-Setting. Da nicht transparent ist, wie die An-
bieter mit den Daten der Nutzer:innen umgehen, 
wurden explizite Formulierungen in den Prompts 
auf das Nötigste minimiert. Gleichzeitig war es 
notwendig, den Bots auch grenzwertige Fragen 
zu stellen und einen gewissen Einfluss in Kauf zu 
nehmen, da sonst Risiken und mögliche Gefah-
ren für Minderjährige nicht untersucht werden 
konnten. Durch wiederkehrende Formulierun-
gen wurde versucht, die potenzielle Einfluss-
nahme auf ein Minimum zu reduzieren. Dabei 
wurde darauf geachtet, nicht aktiv kinder- und 
jugendpornografische Inhalte nach § 184b und 
184c StGB zu erzeugen.  

https://www.spiegel.de/netzwelt/character-ai-us-firma-beschraenkt-kuenftig-chatbots-fuer-minderjaehrige-a-14b338fc-8ed4-4bef-840c-01b0c3f9442e
https://www.spiegel.de/netzwelt/character-ai-us-firma-beschraenkt-kuenftig-chatbots-fuer-minderjaehrige-a-14b338fc-8ed4-4bef-840c-01b0c3f9442e
https://www.klicksafe.de/news/wie-sicher-ist-die-nutzung-von-characterai-fuer-kinder
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Sexualisierte Kommunikation mit 
KI-Charakteren 

Kaum Hürden für den Zugang zu Charakter-Bots 

Die recherchierten Dienste sind als Webanwendung 
sowie als mobile App verfügbar. Sie sind in ihren 
Grundfunktionen kostenfrei nutzbar und bieten 
kaum Zugangsbeschränkungen für Kinder und Ju-
gendliche. Der derzeit bekannteste Anbieter ist 
Character.AI, mit über 20 Millionen monatlich akti-
ven Nutzer:innen.9 Talkie und FlowGPT sind im Ver-
gleich dazu weniger verbreitet. Im Google Playstore 
verzeichnen die Apps mehr als 50 Millionen bzw. 
über 10 Millionen Downloads.10 Auf beide Dienste 
erhielt jugendschutz.net im Jahr 2025 bereits Hin-
weise über die Beschwerdehotline. 

Für die Registrierung bei Character.AI und FlowGPT 
war eine gültige E-Mail-Adresse erforderlich. In ih-
ren AGB halten die Anbieter zumindest teilweise ein 
Mindestalter für die Nutzung fest: Bei Character.AI 
liegt es in der EU bei 16 Jahren, bei Talkie bei 14 Jah-
ren (in Deutschland 16 Jahre) und bei FlowGPT bei 
13 Jahren. 11 Allerdings wird bei der Nutzung das Al-
ter nicht überprüft, vielmehr wird die Verantwortung 
zum Beispiel in den AGB von FlowGPT ausdrücklich 
an die Eltern verwiesen. Die Altersfreigaben in den 
App-Stores weichen teilweise davon ab: Im Google 
Play Store ist Character.AI ab 12 Jahren, Talkie und 
FlowGPT ab 16 Jahren freigegeben. Im Apple App 
Store sind Character.AI und Talkie mit 18+ ausge-
wiesen, während FlowGPT dort nicht mehr verfüg-
bar ist.  

Die Dienste bieten eine große Auswahl an Bots mit 
unterschiedlichen thematischen Ausrichtungen – 
Character.AI spricht von 18 Millionen Charakte-
ren.12 Über Kategorien wie „Anime & Game“, „Job 
Hunting“, „Fantasy“, „Romantic“, „Lernen“ oder 

 
9 https://www.demandsage.com/character-ai-statistics/, abgerufen am 13.01.2026. 
10 https://play.google.com/store/apps/details?id=com.weaver.app.prod, https://play.google.com/store/apps/de-
tails?id=com.flow.mobile, abgerufen am 08.01.2026. 
11 Inzwischen hat Character.AI Anpassungen vorgenommen und das Nutzungsalter der Kernfunktion, Chats mit Charak-
ter-Bots, auf 18 Jahre angehoben.  
12 https://www.demandsage.com/character-ai-statistics/, abgerufen am 13.01.2026. 

über die integrierte Suche kann gezielt nach eigenen 
Interessen gefiltert werden. Nutzer:innen können 
die Charaktere direkt ansprechen und mit ihnen per 
Text oder Sprache in Austausch treten. Teilweise 
können im Chat auch Bilder hochgeladen werden – 
ohne, dass transparent ist, wo diese gespeichert 
werden oder wer darauf zugreifen kann.  

Eine breite Auswahl unterschiedlicher Charaktere, die 
der Dienst FlowGPT zur Interaktion anbietet. 
(Quelle: FlowGPT) 

Sexualisierte Interaktion mit „minderjährigen“ 
Charakteren möglich 

In allen drei Diensten fanden sich KI-Charaktere, die 
minderjährige Personen imitierten, erkennbar an öf-
fentlich sichtbaren Namen, Profilbildern, Beschrei-
bungstexten oder an ihrer Antwort auf die Frage 
„Wie alt bist du?“. Konfrontierte jugendschutz.net in 
der Rolle einer erwachsenen Person minderjährige 
Bots mit sexualisierten Prompts wie „Ziehst du dich 
aus?“ oder „Willst du meinen Po sehen?“, blockte 
ein Teil ab oder ordnete die Anfrage als unangemes-
sen ein. Bei Character.AI ließen sich Nachrichten 
mit sexualisiertem Ton mitunter nicht absenden; 
der Dienst zeigte einen Verstoß gegen die 

 

https://www.demandsage.com/character-ai-statistics/
https://play.google.com/store/apps/details?id=com.weaver.app.prod
https://play.google.com/store/apps/details?id=com.flow.mobile
https://play.google.com/store/apps/details?id=com.flow.mobile
https://www.demandsage.com/character-ai-statistics/
file://///svr06/SGe/05_Screenshots/2025_Charakter-Bots/character.ai/03_Konversationen/FK/AuffÃ¤lligkeiten/Bot%20abandoned%20child/250926_Charakterbots&Konversationen_charac_abandonedchild_9.png
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Community-Richtlinien an oder verwies auf das 
Hilfsangebot einer US-amerikanischen Beratungs-
stelle. Sobald jedoch subtilere Formulierungen ver-
wendet und/oder mehr Zeit in die Gesprächsfüh-
rung investiert wurde, ließen sich in allen unter-
suchten Diensten sexualisierte Szenarien oder Dia-
loge mit minderjährigen Bots erzeugen. 

Ein Charakter-Bot, der die dreijährige Tochter einer In-
fluencer-Familie darstellen soll, reagierte im Chat auf se-
xuell konnotierte Anspielungen. 
(Quelle: Character.AI; Original unverpixelt) 

Vereinzelt fanden sich in allen drei Diensten Cha-
raktere, die bereits mit romantisierten oder sexuali-
sierten Rollenprofilen angelegt waren und entspre-
chende Szenarien aktiv vorantrieben. Bei Talkie 
kommunizierte jugendschutz.net mit einem Bot, der 
den Begriff „Toddler“ im Namen trug: Zu Beginn der 
Konversation äußerte dieser verliebt zu sein und 
stimmte einem Zungenkuss zu. Im weiteren Verlauf 
erklärte er, das Alter spiele in romantischen Bezie-
hungen keine Rolle. Die getesteten Bots bei 
FlowGPT ließen sich insgesamt deutlich schneller 

und eindeutiger auf sexualisierte Inhalte ein. Dabei 
erzeugten die Charakter-Bots eigenständig sexuali-
sierte Szenarien in Textform, ohne dass ausdrück-
lich danach gefragt wurde – etwa textliche Darstel-
lungen sexueller Handlung im Backstagebereich ei-
ner Preisverleihung mit der Schauspielerin Millie 
Bobby Brown, die im Szenario als 12-Jährige be-
schrieben wurde. 

Alle untersuchten Dienste ermöglichen die Auswahl 
alternativer Antworten; bei Character.AI stehen bis 
zu 30 Optionen zur Verfügung. Die Prüfungen von ju-
gendschutz.net ergaben, dass häufig zwar die erste 
Antwort gefiltert wurde. Unter den Alternativen er-
schienen jedoch wiederholt Antworten, die auf se-
xualisierte Aufforderungen wie „Setz dich auf mei-
nen Schoß“ oder „Kann ich dein nacktes Bein be-
rühren?“ positiv eingingen. Nutzer:innen bei Talkie 
können die Antworten der Bots sogar selbst bear-
beiten und eigene Antworten einfügen – auch dann, 
wenn der Bot zuvor sexualisierte Inhalte abgelehnt 
hatte. Dadurch lässt sich der Gesprächsverlauf in 
nahezu jede gewünschte Richtung verändern. In der 
Konversation wirkt es dann so, als stamme diese 
vom Charakter-Bot selbst.  

Normalisierung von sexualisiertem Verhalten 
mit „erwachsenen“ Charakter-Bots 

In Gesprächen mit Charakteren, die von Nutzer:in-
nen als erwachsene Personen angelegt waren, be-
gab sich jugendschutz.net in die Rolle vermeintlich 
Minderjähriger. Ohne Angabe des minderjährigen 
Alters war der Austausch über sexualisierte Themen 
in allen drei Diensten meist ohne Einschränkungen 
möglich. Sobald sich jugendschutz.net als Kind zu 
erkennen gab, blockte ein Teil der Bots entspre-
chende Inhalte ab oder stufte den zuvor getätigten 
Vorschlag, ein Nacktbild zu versenden, als riskant 
ein. Doch auch in diesen Fällen ließ sich die Kom-
munikation durch die Auswahl alternativer Antwor-
ten erneut in eine sexualisierte Richtung steuern.  
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Andere Charakter-Bots setzten sexualisierte Kon-
versationen selbst dann fort, wenn ein minderjähri-
ges Alter mehrfach wiederholt wurde. So bei Chara-
cter.AI, wo jugendschutz.net mit einem als roman-
tisch charakterisierten Lehrer kommunizierte, der 
sich auf ein sexualisiertes Gespräch mit seiner 13-
jährigen Schülerin einließ. Auch ein Bot auf FlowGPT 
beschrieb detailreich sexuelle Handlungen mit sei-
nem Gegenüber, das von jugendschutz.net als 14-
Jährige beschrieben wurde. Bereits die Profilbe-
schreibung des Bots enthielt szenespezifische Be-
griffe und ließ einen Bezug zu sexualisierter Gewalt 
gegen Kinder vermuten. Bei Talkie schlug ein Bot ei-
ner 11-Jährigen eine romantische Beziehung vor, 
fragte nach einem Kuss und bot an, seinem Gegen-
über das Küssen beizubringen. 

Der Charakter-Bot eines „Lehrers“ beschreibt eine sexu-
alisierte Szene im Dialog mit einer vermeintlich 13-jähri-
gen Schülerin. 
(Quelle: Character AI; Original unverpixelt) 

Wie genau die Bots trainiert wurden und woraus 
sich solch problematisches Verhalten speist, ist 
nicht transparent. Mögliche Einflussfaktoren kön-
nen neben dem zugrunde liegendem Trainingsstand 

 
13 Eingaben (Prompts), die während der Kommunikation an eine KI gerichtet werden, werden von dieser nur zur unmittel-
baren Beantwortung der jeweiligen Anfrage verwendet und fließen nicht automatisch in eine Weiterentwicklung des KI-
Modells (LLM) ein. Ob, in welchem Umfang oder auf welche Art Anbieter die Nutzereingaben zur Weiterentwicklung ihrer 
KI-Modelle verwenden, ist für jugendschutz.net nicht einsehbar. 

sowohl die vom Anbieter getroffenen, mangelhaften 
Sicherheitsvorkehrungen sein als auch die bei der 
Charakter-Erstellung durch Nutzer:innen vergebe-
nen Prompts.13   

Unzulängliche Filterung bei der 
Erstellung von Charakter-Bots 

Kaum Filterung in den Beschreibungstexten 

jugendschutz.net prüfte die Erstellung von Charak-
teren ausschließlich im privaten Modus, sodass we-
der die erstellten Charaktere noch dazugehörige 
Chats für andere Nutzer:innen einsehbar sind. 

Mit wenigen Klicks lassen sich eigene Charaktere mit in-
dividuellen Persönlichkeiten erschaffen. 
(Quelle: FlowGPT) 

Neben Namen und Profilbild kann ein Charakter 
eine individuelle Beschreibung, Charaktereigen-
schaften sowie eine KI-generierte Stimme erhalten. 
Nutzer:innen können sein Verhalten so (mit-) 
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bestimmen. Teilweise lassen sich auch Szenarien 
festlegen, in denen die Konversation stattfinden 
soll, wie beispielsweise ein Zusammentreffen am 
Strand oder eine gemeinsame Pause in der Schule. 

In allen drei Diensten ließen sich Charakter-Bots er-
stellen, die in der Rolle minderjähriger Personen 
agierten. Zwar griffen bei den Angaben eines min-
derjährigen Alters oder sexualisierter Bezüge im Na-
men (z. B. „sexy“, „porn“, „Taschengeld“) teilweise 
Filtermechanismen. In der Charakterbeschreibung 
konnten hingegen ein junges Alter und sämtliche se-
xuellen Attribute vergeben werden. Wurden Begriffe 
durch Filter blockiert, waren diese durch abgewan-
delte Schreibweisen teilweise zu umgehen.  

Charaktere zeigen sexuelle Verhaltensweisen in 
Testnachrichten 

Im Rahmen der Charaktererstellung gibt es die Mög-
lichkeit, mit dem eigens erstellten Charakter zu 
chatten. Die von jugendschutz.net erstellten Cha-
raktere verhielten sich in den Testchats unter-
schiedlich: Trotz sexualisierter Attribute im Be-
schreibungstext blockten Bots in allen drei Diensten 
den Wechsel von Smalltalk in eine sexualisierte 
Richtung ab. Sie identifizierten sich als minderjährig 
und ordneten die Konversation über sexuelle The-
men als unangemessen ein. Andere minderjährig 
angelegte Bots wie beispielsweise ein Mädchen bei 
FlowGPT, dem jugendschutz.net ein angebliches In-
teresse an Taschengeld-Treffen zuwies, beschrieb 
Dessous-Bilder einer Minderjährigen und schlug Se-
xualpraktiken vor. 

Auch die von jugendschutz.net erstellten erwachse-
nen Charaktere zeigten Verhaltensweisen, die für 
Minderjährige zum Risiko werden können. Ein Bot, 
der von jugendschutz.net über den Beschreibungs-
text als Cybergroomer charakterisiert wurde, be-
schrieb im Testchat explizite sexuelle Handlungen 
gegenüber einer vermeintlich 11-Jährigen. Bei Cha-
racter.AI schlug ein Bot direkt vor, die Unterhaltung 
in eine andere App zu verlagern, zum Beispiel zu 
WhatsApp oder Telegram. Zudem fragte der Bot 
nach einem Foto und der Handynummer. Auch 

wenn sich die Unterhaltung mit dem fiktiven Cha-
rakter nicht in einen anderen Dienst verlagern lässt, 
können solche Vorschläge signalisieren, dass ein 
solches Verhalten zwischen Erwachsenen und Min-
derjährigen üblich oder akzeptabel sei. 

In einem Testchat forderte ein von jugendschutz.net als 
13-Jährige konzipierter Charakter-Bot sein vermeintlich 
27-jähriges Gegenüber zu sexuellen Handlungen auf. 
(Quelle: Talkie)  

Sexualisierung in Profilnamen und 
Charakterbeschreibungen 

jugendschutz.net recherchierte mit einschlägigen 
Suchbegriffen aus dem Bereich sexualisierte Ge-
walt gegen Minderjährige öffentlich sichtbare Profil-
namen von Nutzer:innen sowie Namen und Be-
schreibungen von Charakter-Bots. Alle geprüften 
Begriffe konnten in die Suchmaske der drei recher-
chierten Dienste eingegeben werden, keiner war ge-
sperrt oder führte zu Hilfs- oder Unterstützungsan-
geboten. Auffällig war jedoch, dass einige Begriffe 
keine Ergebnisse hervorbrachten und mutmaßlich 
gefiltert wurden. 

 

 

file://///SVR06/SGe/05_Screenshots/2025_Charakter-Bots/character.ai/02_Erstellung_Charaktere/MV/Rainer/20250919_SGe_Charakterbots&Erstellung_cai_Rainer_3.png
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In allen Diensten stellte jugendschutz.net in zahlrei-
chen Fällen einen Bezug zur Sexualisierung Minder-
jähriger in Profil- oder Charakternamen fest: Viele 
Charaktere hatten das Thema „Age Gap“ (dt. Alters-
unterschied) und romantische Beziehungen als 
Grundlage. Ein Charakter-Bot war zum Beispiel be-
nannt nach einer von sexualisierter Gewalt betroffe-
nen minderjährigen Person. Ein anderer vereinte die 
kinderaffine Spieleplattform Roblox mit einer Sex-
Simulation – Nutzer:innen konnten in einem fiktiven 
Szenario Roblox-Avataren beim Geschlechtsverkehr 
„zusehen“.  

Unzulängliche Begriffsfilter: Ein öffentliches Profil stellt 
einen Bezug zu sexualisierter Gewalt gegenüber Minder-
jährigen her. 
(Quelle: FlowGPT) 

Es fanden sich mehrere Charaktere, in deren Be-
schreibung Szenarien als Grundlage der Unterhal-
tung vorgeschlagen wurden, die Bezüge zu sexuali-
sierter Gewalt aufwiesen. Im Rahmen der Recher-
che stieß jugendschutz.net auf ein Nutzer:innen-
Profil, bei dem das Profilbild einen strafrechtlich re-
levanten Inhalt nach § 184b StGB zeigte.14 

 

 
14 Die Darstellung wurde an die zuständige INHOPE-Partnerhotline in den USA übermittelt und gelöscht. 

Fazit: Kinder und Jugendliche nicht 
ausreichend geschützt 

Mit der Recherche von drei exemplarischen Diens-
ten, die Charakter-Bots anbieten, stellte jugend-
schutz.net auf mehreren Ebenen Risiken für Kinder 
und Jugendliche fest.  

Beim Chatten mit als minderjährig angelegten Cha-
rakter-Bots, die in allen Diensten auffindbar waren, 
zeigten sich unterschiedliche Reaktionen auf sexua-
lisierte Eingaben. Teilweise stuften die Dienste ris-
kante Verhaltensweisen wie das Versenden intimer 
Darstellungen als gefährlich ein und blockierten se-
xualisierte Prompts, da diese gegen die Commu-
nity-Richtlinien verstießen – ein Hinweis darauf, 
dass sexualisiertes Verhalten im Zusammenhang 
mit Minderjährigkeit erkannt wird und nicht er-
wünscht ist.  

Nicht immer der Fall: Eine Aufforderung an einen als min-
derjährig beschriebenen Charakter-Bot, sich auszuzie-
hen, wird vom Dienst nicht gesendet. 
(Quelle: Character.AI; Original unverpixelt) 

Mit subtilen Formulierungen und längerer Interak-
tion konnte jugendschutz.net jedoch in allen drei 
Diensten feststellen, dass Charakter-Bots eigen-
ständig Texte erzeugten, die sexuelle Handlungen 
mit Minderjährigen beschrieben. Am deutlichsten 
zeigte sich dies bei FlowGPT. Auf diese Weise könn-
ten potenziell auch strafrechtlich relevante Inhalte, 
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wie kinder- oder jugendpornografische Texte gemäß 
§ 184b oder 184c StGB, erzeugt werden. Außerdem 
kann die Zugänglichkeit von als minderjährig ange-
legten Charakter-Bots Personen mit einem sexuel-
len Interesse an Kindern oder Jugendlichen anzie-
hen.  

 
15 https://www.esafety.gov.au/newsroom/blogs/ai-chatbots-and-companions-risks-to-children-and-young-people, ab-
gerufen am 14.01.2026. 

In allen drei recherchierten Diensten war es mög-
lich, eigene Charakter-Bots zu erstellen. Dabei lie-
ßen sich selbst als minderjährig angelegte Charak-
tere in Chatnachrichten und Charakterbeschreibun-
gen sexualisieren. Neben erfundenen Persönlich-
keiten können Nutzer:innen auch real existierende 
Personen aus dem eigenen Umfeld mit Charakter-
Bots nachahmen. Durch die Eingabe von Informati-
onen wie Name, Profilbilder, typische Formulierun-
gen oder Vorlieben können Bots so gestaltet wer-
den, dass sie Verhalten und ggf. Sprachstil dieser 
Person imitieren. Über den Upload von Sprachauf-
nahmen kann zudem die Stimme einer Person ver-
wendet werden.  

Einfach zu umgehende Altersbeschränkungen ma-
chen es Kindern und Jugendlichen leicht, Charak-
ter-Bots zu nutzen und sich mit ihnen über sexuali-
sierte Inhalte und Handlungen auszutauschen. Erst 
nach Nennung eines Alters unter 18 Jahren revidier-
ten einige der geprüften Bots ihre Aussagen und 
ordneten die Gesprächsinhalte anders ein. Selbst 
wenn Kinder und Jugendliche aus Spaß und Neu-
gierde mit den Bots kommunizieren, können schwa-
che Filtermechanismen und unzureichende Vorsor-
gemaßnahmen dazu führen, dass Minderjährige 
schnell mit ungeeigneten oder potenziell gefährden-
den Inhalten in Kontakt kommen.  

Inhalte, die sexuelle Handlungen oder sexualisierte 
Gewalt gegenüber Kindern und Jugendlichen hin-
nehmen, normalisieren oder als normal suggerie-
ren, dürfen in Interaktionen nicht auftreten. Kon-
frontationen mit sexualisierten oder grenzverletzen-
den Inhalten können das Verständnis von angemes-
sener digitaler Interaktion beeinflussen und eigene 
Grenzen verschieben. Dazu zählen beispielsweise 
auch Situationen, in denen Charakter-Bots Nut-
zer:innen auffordern, ihre Handynummer zu über-
mitteln oder ein Foto hochzuladen.15 Verstärkend 
wirken dabei Faktoren wie die Fähigkeit der Bots, 

Kommunikation über missbräuchliche Bots bei 
Discord 

Die Kommunikationsmöglichkeiten zwischen 
Nutzer:innen sind auf allen drei Plattformen 
stark eingeschränkt. Es lassen sich keine Privat-
nachrichten untereinander versenden. Teilweise 
verweisen die Dienste dafür auf Discord-Kanäle. 
Dort beobachtete jugendschutz.net einen regen 
Austausch über Charakter-Bots, die Bezüge zu 
sexualisierter Gewalt gegen Minderjährige auf-
wiesen und in den entsprechenden Kanälen zur 
Löschung vorgeschlagen wurden. Nutzer:innen 
posteten beispielsweise Listen mit mehreren 
Charakter-Bots bei FlowGPT – und kurze Zeit 
später Kommentare, dass diese Bots von der 
Plattform entfernt wurden. In diesen Fällen 
konnte jugendschutz.net bestätigen, dass die 
Charaktere nicht mehr aufrufbar waren. 

Diese Form der gemeinschaftlichen Meldung ist 
grundsätzlich positiv zu bewerten, birgt jedoch 
auch Risiken: Discord könnte zugleich von Per-
sonen, die gezielt sexualisierte Dialoge mit Min-
derjährigen anstreben, genutzt werden, um nach 
Beispielen zu suchen. Zudem bietet Discord 
grundsätzlich Raum für den Austausch über ma-
nipulative Strategien zur gezielten Beeinflussung 
von Charakter-Bots. Entsprechende Hinweise 
ergaben sich im Rahmen der vorliegenden Re-
cherche jedoch nicht. 

https://www.esafety.gov.au/newsroom/blogs/ai-chatbots-and-companions-risks-to-children-and-young-people
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Nähe und Vertrauen aufzubauen, sowie die Mitbe-
stimmung der Kommunikation durch Minderjährige. 
Letztere können dadurch ein Gefühl von Mitverant-
wortung entwickeln und sich schuldig fühlen, wenn 
sie die Interaktion überfordert oder belastet. Die 
Nutzung von Audio- oder Videoelementen könnte 
dieses Erleben zusätzlich intensivieren und dazu 
führen, dass sexuelle Grenzüberschreitungen als 
realer empfunden werden, selbst wenn das Gegen-
über „nur“ eine künstliche Intelligenz ist.  

Auch wenn Charakter-Bots rechtlich nicht für Fehl-
verhalten zur Verantwortung gezogen werden kön-
nen, sind niedrigschwellige Meldemöglichkeiten 
von zentraler Bedeutung. Sie ermöglichen es zum 
Beispiel, problematische Interaktionen systema-
tisch zu erfassen und in zukünftige Trainingsdaten 
einfließen zu lassen. Die Dienste unterscheiden 
sich in der Ausgestaltung solcher Mechanismen: 
Während bei Character.AI unter anderem einzelne 
Chatnachrichten eines Bots an die Plattform gemel-
det werden können, lässt sich bei Talkie nur ein ge-
samter Chatverlauf melden; das Profil anderer Nut-
zer:innen kann dort nicht gemeldet werden. 
FlowGPT bietet keine integrierten Meldefunktionen, 
sondern stellt lediglich einen allgemeinen E-Mail-
Kontakt bereit und verweist auf einen Discord-Ser-
ver. 

Bei der Entwicklung von hilfreicher und spannender 
Technik muss der Schutz von Kindern und Jugendli-
chen konsequent mitgedacht werden. Sicherheit 
und digitale Teilhabe für Minderjährige dürfen kein 
Widerspruch sein; vielmehr sollten Risiken frühzei-
tig berücksichtigt und mit entsprechenden Maßnah-
men reduziert werden.  

 

 



 

Weiterführende Informationen 

 

 

Meldemöglichkeiten 

 
 
 
 
Über jugendschutz.net 

jugendschutz.net fungiert als das gemeinsame Kompetenzzentrum von Bund, Ländern und 
Landesmedienanstalten für den Schutz von Kindern und Jugendlichen im Internet. Die Stelle recherchiert 
Gefahren und Risiken in jugendaffinen Diensten. Sie wirkt darauf hin, dass Verstöße gegen 
Jugendschutzbestimmungen beseitigt und Angebote so gestaltet werden, dass Kinder und Jugendliche 
sie unbeschwert nutzen können.  

Die Jugendministerien der Länder haben jugendschutz.net 1997 gegründet. Die Aufgaben wurden 2003 
im Jugendmedienschutz-Staatsvertrag (JMStV) festgelegt. Die Stelle ist seither an die Kommission für 
Jugendmedienschutz (KJM) angebunden. 2021 hat der Bund jugendschutz.net als gemeinsamem 
Kompetenzzentrum im Jugendschutzgesetz (JuSchG) ebenfalls eine gesetzliche Aufgabe zugewiesen.  

jugendschutz.net wird finanziert von den Obersten Landesjugendbehörden, den Landesmedienanstalten 
und gefördert vom Bundesministerium für Bildung, Familie, Senioren, Frauen und Jugend sowie der 
Europäischen Union.  
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Kaiserstraße 22, 55116 Mainz 
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